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DOD Testers Easily Took Control
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Basic Tools & Insufficient Controls
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Software is Everywhere
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Everything is Interconnected
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Don’t Know Full Extent of Problem

44— Programs only know about their basic vulnerabilities
since testing is at the nascent to moderate level, for
short periods of time, with only some components.

+— Many more vulnerabilities likely exist for
sophisticated attackers who can persistently probe
the extensive attack surfaces of modern systems;
testing currently does not emulate these threats.

M ay 20 19 Source: GAD analysis of Department of Defense information. | GAD-19-128
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Challenges DOD Must Overcome
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Questions?
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